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If this is not possible, a list outstanding issues 

with finance op’s issues need to be produced 
with a clear plan to resolve each one
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(1)    A vision for the Council’s future state and supporting target operating model should be created 

• The operating model review should be approached holistically. This should involve assessing all elements of 

the operating model from capability and processes through to management information and organisational 

structures alongside the systems review to avoid siloed decisions being made.

• The outputs of the operating model review should be stress tested with the relevant areas to ensure that 

those closest to the work are engaged and non-documented practices can be flagged to inform next steps.

• A detailed gap analysis should be performed to identify the level of change required to move from the 

current operating model to the target To Be state. 

• A transition roadmap, from As Is to To Be, with any interim state(s) should be prepared

(2)    It has been referenced that Process Owners will be put in place for the end-to-end processes. Process Owners 

should be identified and involved in the design process to create ownership and accountability up front

• From our understanding from interviewees, moving to Process Ownership will be a significant shift to how 

the processes are managed today and so this should form part of the change impact assessment.

• Appropriate upskilling for the process owners on their accountabilities should be provided, as well as clear 

communication to the organisation on what these changes mean for how people work and governance 

processes. The embedding of the Process Owner model should be closely monitored to ensure this new 
approach is embedded and supported to be sustainable.
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(3)    In advance of moving into detailed design a detailed review of options e.g. Re Implementation or retention of 

modules (e.g. Payroll), adopt or adapt processes & use of supporting best of breed tools needs to be 

undertaken, taking full account of the costs and benefits.

(4)    The Council need to understand all inflight programmes and identify dependencies and any common 

resources, e.g. Oracle and the middleware programme.
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Criteria Definition How applied

Safe and Compliant Criteria:

● Places people (staff, customers, suppliers) at risk of harm

● Breach of statutory requirement

● Breach of regulatory requirement

● Risk of reputational damage

Yes or No

Simplicity Range from simple (L) to (H) H/M/L

Alignment with Oracle 

Vision

Impact on future strategy for Oracle (e.g. the move to less customisations) H/M/L

Effort / Cost Amount of technical and business effort required to both fix and deploy Effort in days converted to £ 

impact 

(simplified to H/M/L)

Business Case / Cost of 

other options

Savings or benefits acceptable relating to costs, no lower cost temporary 

solution identified

True / False

Business Change Business change required is understood and accepted. True / False



Commercial in confidence

High level outcome Key output Residual risk mitigation
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High level outcome Key output Residual risk mitigation
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High level outcome Key output Residual risk mitigation
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High level 

outcome

Key output Residual risk mitigation
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Cheryl Doran Assistant Director and CIO

Richard Lloyd - Bithell
Asst Director Finance Strategy & Deputy Section 151 
Officer

Craig Buckley Oracle Programme Director (PWC)

Richard Brooks Head of Design Authority

Meena Kishinani Director of Transformation

Graeme Betts Director of Adult Social Care

Sarah Dunlavey Assistant Director Audit and Risk Management

Sean Thain PMO lead

Rob Musekiwa Lead Enterprise Architect

Steve Sandercock Assistant Director of Procurement

Jonathan House PWC Partner 

Simon Ansell Head of Transaction Services

Rupert Barlow Head of Finance Operations and Process

Paul Chinn Finance Consultant

Chris Holt Head of Technical Practice

Ian Badger Application and ERP Consultant

Fiona Greenway Director of Finance & Section 151 Officer

Ghazala Begum Oracle Programme Comms Lead 

Amanda Mays Interim Transformation Programme Director

Ian Badger IT contact - name provided by Rebecca Hemsley

Rebecca Hemsley Interim Director of People Services

Jamila Mensah Target Operating Model Lead

Mohammed Sajid Head of Finance Strategy

Tim Bell Finance Advisory (S151 Chief of Staff)

Nic Fell Transformation Programme Resourcing Lead

Mahboob Ahmed Finance Contractor

Mukhtar Mirani Finance Secondee (KPMG)

Lee Bickerton Finance Manager
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